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Horizon3.ai, a global leader in offensive security, will demonstrate its latest advancements in autonomous penetration
testing at booth #A70 at Infosecurity Europe London (3-5 June 2025).
On Wednesday, 4 June, Co-Founder Anthony Pillitiere will provide insight into today’s evolving cybersecurity landscape
in a featured speaking session.

London, 28 May 2025  – With cyber threats becoming increasingly complex, Horizon3.ai will showcase the critical role of offence-
led resilience at the 30th anniversary of Infosecurity Europe. At booth #A70, Horizon3.ai will demonstrate how autonomous
penetration testing enables organisations to proactively uncover and fix vulnerabilities—before attackers do.

On Wednesday, 4 June at 2:30 pm, Co-Founder Anthony Pillitiere will deliver a dedicated speaking session exploring how
autonomous penetration testing is redefining modern cyber defence and helping organisations stay ahead in an evolving threat
landscape.

Why Offensive Security Is Essential in an Evolving Threat Landscape

Penetration testing—simulating real-world cyberattacks to identify weaknesses before they’re exploited—is more critical than
ever. As threats become more sophisticated, organisations face growing pressure from boards, regulators, and stakeholders to
demonstrate proven resilience. Offensive security approaches like pentesting provide clear, evidence-based insight into real risks,
helping organisations act before attackers do.

Horizon3.ai champions a shift away from blind trust in defensive tools toward continuous verification. In today’s fast-moving
threat environment, security teams can no longer rely on the assumption that existing controls are effective. At Infosecurity
Europe, Horizon3.ai will demonstrate how autonomous pentesting empowers organisations to uncover and fix critical gaps—
proactively validating security posture, rather than simply reacting.

Meet Horizon3.ai at Tech Show London

Join Horizon3.ai at booth #A70 at InfoSec Europe to discover the latest in autonomous pentesting, explore cutting-edge
NodeZero features, and gain insights into the future of cybersecurity.

Event Details

Booth #A70 at Infosecurity Europe in London
3-5 June 2025
1 Western Gateway, London E16 1XL
Speaking Session by Anthony Pillitiere: 4 June, 2:30 pm
Press inquiries: team@euromarcom.de

About Horizon3.ai and NodeZero: Horizon3.ai provides a cloud-based platform, NodeZero, enabling organisations and public
authorities to run production safe self-attacks on their IT infrastructure to assess their cyber resilience through penetration testing
(pentesting). Thanks to its cloud model, the platform offers affordable, regular autonomous pentesting, making it accessible from
small to mid-sized, to large enterprises. Horizon3.ai continuously monitors the cybercrime landscape to ensure that newly
discovered vulnerabilities are swiftly integrated into the cloud system. NodeZero not only identifies security flaws but also offers
tailored recommendations for remediation. Through this platform, Horizon3.ai helps organisations meet rising regulatory demands
for cyber resilience in Governance, Risk & Compliance (GRC), with guidelines recommending an internal self-attack at least once a
week.

Trademark notice: NodeZero is a registered trademark of Horizon3.ai

Further information: Horizon3.AI Europe GmbH, Prielmayerstrasse 3, 80335 Munich, Web: www.horizon3.ai

PR Agency: euromarcom public relations GmbH, www.euromarcom.de, team@euromarcom.de

- - - -

Diese Meldung kann unter https://www.presseportal.de/en/pm/163532/6044065 abgerufen werden.

https://horizon3.ai/
https://horizon3.ai/event/infosec-europe/
http://www.horizon3.ai/
http://www.euromarcom.de
mailto:team@euromarcom.de
https://www.presseportal.de/en/pm/163532/6044065

